Technology Risk Services Senior Consultant

Job ID: 3395
Location: US-IL-Chicago

Overview:
Baker Tilly's principles of integrity, passion and stewardship define us as an organization and an employer. With offices consistently earning 'best place to work' honors and as a top-ranked firm, Baker Tilly recognizes that our approach, strategy and culture are driven by our people. Their focus and commitment have been fundamental in getting us to where we are today and where we will go in the future. Based on the growth we are planning, Baker Tilly is actively recruiting bright, talented individuals who have a passion to succeed.

Due to the continued growth of our Risk Advisory Services Practice, we are currently recruiting for a Technology Risk Services Senior Consultant to join our Chicago or Milwaukee offices. As a member of our Technology Risk Services team, you will provide technology consulting services to many of the region’s leading companies and organizations. Our clients span many industries including higher education, government contracting, financial services, healthcare, not-for-profit, professional services and other businesses.

At Baker Tilly Consulting, you will find that our global brand and entrepreneurial environment will give you the support you need to apply your industry and technical experience to build your career across a wide range of services to meet our client's most important needs. As a member of our team, you will also contribute to some of the most important activities in our firm which include operating and growing the business, serving the client, developing the best people, and shaping our culture.

It’s an exciting time to join Baker Tilly!

Responsibilities:
Baker Tilly professionals are committed to help clients navigate and manage risks associated with using, deploying and managing information systems. Our services include information technology, audits, risk assessments and consulting in the areas of:

- Information security
- Information privacy
- Technology outsourcing risk management
- Project risk management
- Business continuity planning
- Business application controls
- SAS 70 audits

As a Senior Consultant in Technology Risk Services, you will:

- Develop leadership, project management, and staff development skills
- Work on risk consulting projects, internal audits, and fraud investigations
- Think strategically about your clients’ business, systems, and risks
- Team with your clients to help develop solutions to problems and drive positive change
- Develop experience working with a variety of technologies including Windows, UNIX, firewalls, databases, web-based applications, and enterprise resource planning (ERP) systems
- Gain exposure to executives as you work with your clients’ management to understand their businesses and consult with them regarding risks and controls
- Work as part of a team in a fast-paced environment with other bright, motivated professionals, and assist with the development of our growing team

Qualifications:
Basic qualifications required:

- Bachelors Degree in Business, Management Information Systems, Computer Science or related field
- 3+ years experience in Professional Services with experience in IT Auditing and Risk Consulting or commensurate experience in an IT oriented professional services career
- A strong complement of technical skills, including proficiency and/or familiarity with some combination of the following:
  - Enterprise-class computing hardware and data center infrastructure
  - Networking protocols, including TCP/IP (e.g., IP addressing, ports, FTP), DNS, DHCP
  - Operating Systems (e.g., Windows, UNIX, Linux), including start-up and shutdown sequences, services, processes, patch levels, file systems
  - Databases (e.g., Oracle), including connectivity to applications, database administration, data normalization, data integrity
  - Applications, including web technologies, application controls
  - Desktop hardware and applications (i.e., risks associated with the use of these technologies)
  - Security testing tools (e.g., port scanners, vulnerability scanners, application scanners)
  - Strong leadership and business acumen skills and integrity within a professional environment
  - Excellent verbal/written communication and collaboration skills
  - CISA certification

Travel requirements are required for this opening, including up to 10% international travel. CISSP, CISM, CIIPP, MCSE, CPA or CIA certifications are a plus.

Apply for this job:

Your application choices are:

- Apply for this job online
- Refer a friend to this job

Equal Opportunity / Affirmative Action Employer

Go back to the welcome page